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Position Profile: Compliance and Privacy Officer
	Position:
	Compliance and Privacy Officer

	Team:
	Risk and Quality

	Org unit:
	Shared Services

	Reporting manager:
	Head of Enterprise Risk

	Industrial coverage:
	Non-award

	Position number:
	

	ANZSCO code:
	599599

	AON code:
	CP.COMF.P4

	Approval status
	Approved

	Date reviewed:
	January 2026


Organisation purpose
At Aspect we recognise a different brilliant®, where we seek to understand, engage and celebrate the strengths, interests and aspiration of people on the autism spectrum.

Vision: 	The best opportunities for people on the autism spectrum. 

Mission: 	We work with people of all ages on the autism spectrum, delivering evidence informed solutions that are person-centred, family-focussed, and customer-driven. 

Values: 	THRIVE – Teamwork, Honesty & Integrity, Respect, Inclusion, Vibrant, Excellence
Team purpose
Together with the Head of Enterprise Risk, you will form the Risk team. The team is responsible for Aspect’s second line of defence as well as providing Line 1 compliance support and managing Aspect’s privacy obligations. The team manages the enterprise Risk Management Framework, Control Framework and plays a key role in building the capability of the organisation around risk and compliance. The team is accountable for Aspect’s risk reporting, compliance management and enterprise policy framework.
Position purpose
The Compliance and Privacy Officer is responsible for supporting Aspect to meet its compliance obligations, including those relevant to education and provision of disability services, the Privacy Act 1988 (Cth), the Australian Privacy Principles (APPs), and all other relevant laws and regulations. The role works with the leadership network and SMEs and practitioners in the organisation to undertake testing of key controls around compliance, ensuring Aspect’s policy framework documentation is kept up to date, and supporting delivery of better practice around compliance and privacy management. The role provides subject matter expertise, while also undertaking day to day compliance and privacy management.  
Key accountabilities
· Providing advice to subject matter experts to maintain accreditation against the relevant Disability, Education and Child Safety standards.
· Maintaining Aspect’s legislative compliance register.
· [bookmark: _GoBack]Working with the leadership network to develop, maintain and review documented policies, procedures and work instructions to comply with the relevant legislative and regulatory requirements and standards.
· Overseeing and managing Aspect’s privacy program, including how personal information is collected, used, disclosed, stored, and destroyed, as well as owning Aspect’s privacy policy and related procedures.
· Responding to and managing data breaches, including notification under the Notifiable Data Breaches (NDB) scheme, and investigating breaches and implementing corrective actions.
· Managing requests from individuals to access their data and making any corrections, including investigating and resolving privacy complaints or concerns.
· Maintaining records of privacy assessments, incidents, and compliance activities.
· Acting as the point of contact for the Office of the Australian Information Commissioner (OAIC).
· Advising and supporting the Executive and leadership network on compliance related issues and serving as an escalation point for compliance issues, providing expert guidance.
· Supporting the Executive and leadership network to deliver compliance initiatives defined within annual business plans including project management, implementation and coordination of compliance initiatives, as agreed.
· Keeping abreast of legislative changes related to state and national quality standards for disability and education, as well as privacy, and supporting the leadership network to implement required changes to ensure that Aspect remains compliant.
· Liaising with external parties such as government, peak organisations, service users or auditors on matters relating to organisational compliance and privacy.

Safeguarding the people we support
Aspect is committed to providing an environment free from abuse, neglect and exploitation of the people we support. Staff are expected to:
· follow safeguarding guidelines as outlined in Aspect’s Safeguarding the People We Support policy and Code of Conduct.  
· complete mandatory Code of Conduct training and implement into day to day operations and practice.
· be vigilant and maintain a heightened sensitivity to recognising signs of abuse, neglect or exploitation and escalate/report those signs/concerns.
· escalate/report other staff practices which deviate from policy/procedure.
Work health and safety
All staff are required to:
· take reasonable care for their own health and safety.
· comply, so far as the worker is reasonably able, with any reasonable instruction that is given by the person conducting the business or undertaking to allow the person to comply with legislative requirements.
· report unsafe conditions or practices, and make suggestions to their manager on improving work, health & safety at Aspect.
· participate in the staff consultation process about work health & safety matters.
· understand and adhere to Aspect’s Code of Conduct.
Essential requirements
· At least 5 years' experience in a compliance role in a large complex organisation  
· Sound understanding of Australian Privacy Principles and responsibilities of a Privacy Officer
· Skilled in the navigation of a complex organisation, forging relationships, and managing compliance requirements through influence rather than an authoritative approach
· Highly evolved and developed communication skills and the ability to translate policy/legislation to practical initiatives that can be adopted within the organisation
· Demonstrated experience in developing and delivering compliance initiatives from inception through to value-adding implementation
· Experience in dealing with regulatory bodies and external auditors
· Working with Children Check clearance (NSW)
· National Police Clearance
· NDIS Worker Clearance and completion of the NDIS Worker Orientation module
Functional capacity requirements
Frequency refers to an approximate percentage of time in a typical shift or period on duty:
Rarely: Up to 7%	Occasionally: 8% to 33%	Often: 34% to 66%	Continuously: More than 66%
	Requirement
	Frequency

	Resilience to time pressure/workload
	Often

	Sitting 
	Continuously

	Standing, walking 
	Occasionally

	Pulling, pushing, lifting <5kg, reaching, carrying
	Rarely

	Fine motor skills – keyboarding, writing
	Continuously
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